
STONE TOWN COUNCIL 
 

Town Clerk         15 Station Road 
Les Trigg         Stone 
          ST15 8JP 
Tel: 01785 619740 
Fax: 01785 619741 
 

13 November 2017 
 
A meeting of the MANAGEMENT SUB COMMITTEE will be held in St Michael’s Suite, Frank 
Jordan Centre, Lichfield Street, Stone on 21 NOVEMBER 2017 at 7:10pm or on the rising of the 
Estates Sub-Committee, if later.  
 
I trust you will be able to attend. 
 
 
 
 

Les Trigg 
Town Clerk 

 
 
Councillors: M. Green (Chair), Mrs E. Mowatt (Vice Chairman), G. Neagus, A. Osgathorpe,  

M. Shaw, Mrs M. Goodall and M. Williamson 
 

AGENDA 
 
1. To receive apologies for absence 

 
2. Declarations of Interest and Requests for Dispensations Received 

 
3. Representations from Members of the Public 

 
To consider representations from members of the public on items to be considered at 
this meeting, in accordance with the Council’s scheme of public participation 

 
4. 
 
 

Code of Conduct 
 
In accordance with the Council’s programme of reviewing its policies and procedures 
on a regular basis, to consider any changes required to the Council’s Code of Conduct 
 
A copy of the current Code is attached, including a suggested update at paragraph 13 
on page 3 to add the words “the details of” in the first line. 

 
5. 
 
 

Surveillance Camera Code of Practice 
 
To consider the report of the Town Clerk (attached). 

 
 



6. Updates on current issues 

• Website 

• Outstanding actions listed in the Council handbook 
- Business Continuity Plan 
- Grant Application Policy Review 

 
 
 

 
 
 
Members of the public are welcomed to attend the Management Sub-Committee Meeting as 
observers and/or to make representations to the committee in accordance with the Council’s 
scheme of public participation.  Details of this scheme are displayed in the Council’s notice 
boards and are also available from the Town Council.  
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Stone Town Council 

Code of Conduct 

 

Introduction 

 

Pursuant to section 27 of the Localism Act 2011, Stone Town Council (‘the Council’) has 

adopted this Code of Conduct to promote and maintain high standards of behaviour by 

its members and co-opted members whenever they conduct the business of the Council, 

including the business of the office to which they were elected or appointed, or when they 

claim to act or give the impression of acting as a representative of the Council.  

 

This Code of Conduct is based on the principles of selflessness, integrity, objectivity, 

accountability, openness, honesty, and leadership. 

 

Definitions 

 

For the purposes of this Code, a ‘co-opted member’ is a person who is not a member of 

the Council but who is either a member of any committee or sub-committee of the Council, 

or a member of, and represents the Council on any joint committee or joint sub-committee 

of the Council, and who is entitled to vote on any question that falls to be decided at any 

meeting of that committee or sub-committee.  

 

For the purposes of this Code, a ‘meeting’ is a meeting of the Council, any of its 

committees, sub-committees, joint committees or joint sub-committees.  

 

For the purposes of this Code, and unless otherwise expressed, a reference to a member 

of the Council includes a co-opted member of the Council. 
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Member obligations 

 

When a member of the Council acts, claims to act or gives the impression of acting as a 

representative of the Council, he/she has the following obligations. 

 

1. He/she shall behave in such a way that a reasonable person would regard as 

respectful. 

 

2. He/she shall not act in a way which a reasonable person would regard as bullying 

or intimidatory.  

 

3. He/she shall not seek to improperly confer an advantage or disadvantage on any 

person. 

 

4. He/she shall use the resources of the Council in accordance with its requirements.  

 

5. He/she shall not disclose information which is confidential or where disclosure is 

prohibited by law. 

 

Registration of interests 

 

6. Within 28 days of this Code being adopted by the Council, or the member’s election or 

the co-opted member’s appointment (where that is later), he/she shall register with the 

Monitoring Officer the interests which fall within the categories set out in Appendices 

A and B.  

 

7. Upon the re-election of a member or the re-appointment of a co-opted member, 

he/she shall within 28 days re-register with the Monitoring Officer any interests in 

Appendices A and B.  
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8. A member shall register with the Monitoring Officer any change to interests or new 

interests in Appendices A and B within 28 days of becoming aware of it. 

 

9. A member need only declare the existence but not the details of any interest which the 

Monitoring Officer agrees is a ‘sensitive interest’.  A sensitive interest is one which, if 

disclosed on a public register, could lead the member or a person connected with the 

member to be subject to violence or intimidation. 

 

Declaration of interests at meetings 

 

10. Where a matter arises at a meeting which relates to an interest in Appendix A the 

member shall not participate in a discussion or vote on the matter, and will be 

expected to leave the room while the matter is under consideration. He/she only has 

to declare what his/her interest is if it is not already entered in the member’s register 

of interests or if he/she has not notified the Monitoring Officer of it. 

 

11. Where a matter arises at a meeting which relates to an interest in Appendix A which 

is a sensitive interest, the member shall not participate in a discussion or vote on 

the matter, and will be expected to leave the room while the matter is under 

consideration. If it is a sensitive interest which has not already been disclosed to the 

Monitoring Officer, the member shall disclose he/she has an interest but not the 

nature of it.  

 

12. Where a matter arises at a meeting which relates to an interest in Appendix B, the 

member shall not vote on the matter.  He/she may speak on the matter only in the 

same way as a member of the public would be allowed to speak at the meeting.  

 

13. A member only has to declare the details of his/her interest in Appendix B if it is not 

already entered in his/her register of interests or he/she has not notified the 

Monitoring Officer of it or if he/she speaks on the matter. If he/she holds an interest 



 

Page 4 

in Appendix B which is a sensitive interest not already disclosed to the Monitoring 

Officer, he/she shall declare the interest but not the nature of the interest. 

 

14. Where a matter arises at a meeting which relates to a financial interest of a friend, 

relative or close associate (other than an interest in Appendix A), the member shall 

disclose the nature of the interest and not vote on the matter. He/she may speak on 

the matter only in the same way as a member of the public would be allowed to 

speak at the meeting.  If it is a ‘sensitive interest’ the member shall declare the 

interest but not the nature of the interest. 

 

Dispensations 

 

15. On a written request made to the Council’s proper officer, the Council may grant a 

member a dispensation to participate in a discussion and vote on a matter at a 

meeting even if he/she has an interest in Appendices A and B if the Council believes 

that the number of members otherwise prohibited from taking part in the meeting 

would impede the transaction of the business; or it is in the interests of the 

inhabitants in the Council’s area to allow the member to take part or it is otherwise 

appropriate to grant a dispensation. 
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Appendix A – Financial Interests 

Interests defined by regulations made under section 30(3) of the Localism Act 2011 and 

described in the table below. 

 

Subject Description 

Employment, office, 
trade, profession or 
vocation 

Any employment, office, trade, profession or vocation carried on for profit or gain. 

Sponsorship Any payment or provision of any other financial benefit (other than from the Council) 
made to the member during the 12 month period ending on the latest date referred to in 
paragraph 6 above for expenses incurred by him/her in carrying out his/her duties as a 
member, or towards his/her election expenses. 

 This includes any payment or financial benefit from a trade union within the meaning of 
the Trade Union and Labour Relations (Consolidation) Act 1992. 

Contracts Any contract made between the member or between his/her spouse or civil partner or 
the person with whom the member is living as if they were spouses/civil partners (or a 
body in which such a person is a partner in a firm, a director of an incorporated body or 
holds the beneficial interest in securities*) and the Council — 

 (a) under which goods or services are to be provided or works are to be executed; and 

 (b) which has not been fully discharged. 

Land Any beneficial interest in land which is within the area of the Council. 

Licences Any licence (alone or jointly with others) to occupy land in the area of the relevant 
authority for a month or longer. 

Corporate tenancies Any tenancy where (to the member’s knowledge)— 

 (a) the landlord is the Council; and 

 (b) the tenant is a body in which the member, or his/her spouse or civil partner/ the 
person with whom the member is living as if they were spouses/civil partners has a 
beneficial interest. 

Securities Any beneficial interest in securities of a body where— 

 (a) that body (to the member’s knowledge) has a place of business or land in the area 
of the Council; and 

 (b) either— 

 (i) the total nominal value of the securities* exceeds £25,000 or one hundredth of the 
total issued share capital of that body; or 

 (ii) if the share capital of that body is of more than one class, the total nominal value of 
the shares of any one class in which the relevant person has a beneficial interest 
exceeds one hundredth of the total issued share capital of that class. 

*‘Securities’ means shares, debentures, debenture stock, loan stock, bonds, units of a collective investment scheme 

within the meaning of the Financial Services and Markets Act 2000 and other securities of any description, other than 

money deposited with a building society. 

http://login.westlaw.co.uk/maf/wluk/app/document?src=doc&linktype=ref&&context=48&crumb-action=replace&docguid=I5FE396B0E42311DAA7CF8F68F6EE57AB
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Appendix B - Personal Interests 

An interest which relates to or is likely to affect: 

 

(i) Any body of which the member is in a position of general control or 

management and to which he/she has not been appointed or officially 

nominated by the Council; 

 

(ii) any body— 

(a) exercising functions of a public nature; 

(b) directed to charitable purposes; or 

(c) one of whose principal purposes includes the influence of public opinion 

or policy (including any political party or trade union)  

of which the member of the Council is a member or in a position of general 

control or management and to which he/she has not been appointed or 

officially nominated by the Council; 

 

(iii) any gifts or hospitality worth more than an estimated value of £50 which the 

member has received by virtue of his or her office. 
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Stone Town Council – Management Sub-Committee 

21st November 2017 

Surveillance Camera Code of Practice 

Report of Town Clerk 

 

Introduction 

1. The purpose of this report is to consider the Council’s compliance with the Surveillance 

Camera Code of Practice following the introduction of an updated CCTV system at the Frank 

Jordan Centre. 

Background 

2. The use of surveillance cameras is expected to comply with the Data Protection Act 1998 

(the 1998 Act).  In addition, the Protection of Freedoms Act 2012 (the 2012 Act) requires all 

local authorities, including parishes, to have regard to the Surveillance Camera Code of 

Practice (SCCOP) issued by the Surveillance Camera Commissioner when undertaking any 

function to which the code relates.  A copy of this Code of Practice has been emailed to 

Members and is included with the web version of this report. 

3. The new system has been registered with the Information Commissioner’s Office, as 

required by the 1998 Act.  The SCCOP requires compliance with 12 guiding principles.  The 

Council either already complies or is working towards compliance with these principles.  The 

appendix sets out these 12 principles, the Council’s current level of compliance, and the 

work still to be done to achieve full compliance. 

Conclusion 

4. The implementation of the CCTV system at the Frank Jordan Centre has placed 

responsibilities on the Council in respect of the 1998 Act and the 2012 Act, as outlined 

above.  This report sets out how the Council is seeking to meet those responsibilities. 

Recommendation 

5. The Sub-Committee is asked to: 

a. Note the legal requirements placed on the Council as a CCTV operator and, in 

particular, the Surveillance Camera Code of Practice. 

b. Note the current situation regarding the Council’s compliance with Code. 

c. Support the actions being taken to achieve full compliance. 
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Stone Town Council – Frank Jordan Centre 

Compliance with Surveillance Camera Code of Practice – October 2017 

Guiding Principle Current Position Actions to be Taken 

1. Use of a surveillance camera system 
must always be for a specified 
purpose which is in pursuit of a 
legitimate aim and necessary to meet 
an identified pressing need. 

The Councils data protection registration states that: 
 
CCTV is used for maintaining the security of property and premises and 
for preventing and investigating crime, it may also be used to monitor 
staff when carrying out work duties. For these reasons the information 
processed may include visual images, personal appearance and 
behaviours. This information may be about staff, customers and clients, 
offenders and suspected offenders, members of the public and those 
inside, entering or in the immediate vicinity of the area under 
surveillance. Where necessary or required this information is shared 
with the data subjects themselves, employees and agents, services 
providers, police forces, security organisations and persons making an 
enquiry. 

None – already compliant. 

2. The use of a surveillance camera 
system must take into account its 
effect on individuals and their privacy, 
with regular reviews to ensure its use 
remains justified. 

Cameras are placed in public places only, both inside and outside the 
Frank Jordan Centre and including the street immediately outside as the 
Centre’s frontage adjoins the pavement. 
 
No audio recording, facial recognition or biometric character 
recognition facilities are used. 
 
Regular reviews will be undertaken as part of the Council’s review of its 
Surveillance Camera Policy. 

Surveillance Camera Policy and 
review period to be developed. 
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Guiding Principle Current Position Actions to be Taken 

3. There must be as much 
transparency in the use of a 
surveillance camera system as 
possible, including a published contact 
point for access to information and 
complaints. 

Signs are in place around the Centre to indicate that CCTV is in use. 
 
Responsibility for the system is clearly with the Council, as it is a well-
known and signed Council building. 
 
The hire agreement for the building, which all hirers must sign, 
indicates that CCTV recordings will be made. 

None – already compliant. 

4. There must be clear responsibility 
and accountability for all surveillance 
camera system activities including 
images and information collected, 
held and used. 

Responsibility and accountability clearly lies with the Town Council. 
 
The Stone Hub are allowed access to the cameras which cover the area 
of the building that they use.  The extent of the Hub’s authority and 
permission to access and use the data from those cameras needs to be 
set out in a document agreed between the Council and the Hub. 

Agreement needs to be drawn up 
between the Hub and the Council to 
cover the Hub’s use of the CCTV 
system. 

5. Clear rules, policies and procedures 
must be in place before a surveillance 
camera system is used, and these 
must be communicated to all who 
need to comply with them. 

The Council needs to establish a Surveillance Camera Policy, and train 
staff in the application of that policy and any related procedures. 

The Council needs to establish a 
Surveillance Camera Policy, and train 
staff in the application of that policy 
and any related procedures. 

6. No more images and information 
should be stored than that which is 
strictly required for the stated 
purpose of a surveillance camera 
system, and such images and 
information should be deleted once 
their purposes have been discharged. 

Retention of images is limited by the capacity of the system.  The 
system has been specified to retain images for around 3-4 weeks, then 
delete them automatically.  This is considered reasonable in order to 
meet the system’s objectives. 
 
See GP7 re retained images. 

None – already compliant. 
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Guiding Principle Current Position Actions to be Taken 

7. Access to retained images and 
information should be restricted and 
there must be clearly defined rules on 
who can gain access and for what 
purpose such access is granted; the 
disclosure of images and information 
should only take place when it is 
necessary for such a purpose or for 
law enforcement purposes. 

The system can download images for offline storage when necessary to 
meet the system objectives.  Such images will not be subject to the 
automatic deletion routines built into the CCTV system. 
 
The Council needs to determine specific rules relating to retained 
images as part of its Surveillance Camera Policy, and train staff in the 
application of those rules and any related procedures. 

The Council needs to determine 
specific rules relating to retained 
images as part of its Surveillance 
Camera Policy, and train staff in the 
application of those rules and any 
related procedures. 

8. Surveillance camera system 
operators should consider any 
approved operational, technical and 
competency standards relevant to a 
system and its purpose and work to 
meet and maintain those standards. 

The system has been recommended, specified and installed by a 
competent professional installer. 
 
All cameras are in fixed locations, and the system does not implement 
advanced surveillance techniques such as audio recording, facial 
recognition or biometric character recognition. 

None – already compliant. 

9. Surveillance camera system images 
and information should be subject to 
appropriate security measures to 
safeguard against unauthorised access 
and use. 

The physical equipment is stored in a secure location.  Remote access 
by Council staff is via passworded computer equipment, with further 
passwords applied to access to the surveillance camera images. 
 
The Stone Hub are allowed access to the cameras which cover the area 
of the building that they use.  The security standards required from the 
Hub should be at the same level as the Council, and needs to be set out 
in a document agreed between the Council and the Hub. 

Agreement needs to be drawn up 
between the Hub and the Council to 
cover the Hub’s use of the CCTV 
system. 

10. There should be effective review 
and audit mechanisms to ensure legal 
requirements, policies and standards 
are complied with in practice, and 
regular reports should be published. 

The system is newly installed, so no review would be necessary in the 
short term. 
 
In the longer term, regular reviews will be undertaken as part of the 
Council’s review of its Surveillance Camera Policy. 

Surveillance Camera Policy and 
review period to be developed. 
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Guiding Principle Current Position Actions to be Taken 

11. When the use of a surveillance 
camera system is in pursuit of a 
legitimate aim, and there is a pressing 
need for its use, it should then be 
used in the most effective way to 
support public safety and law 
enforcement with the aim of 
processing images and information of 
evidential value. 

The system meets the requirements of the Code of Practice, which are 
that: 

• A system user should be able to export images and information 
from a surveillance camera system when requested by a law 
enforcement agency. 

• The export of images and information should be possible 
without interrupting the operation of the system. 

• The exported images and information should be in a format 
which is interoperable and can be readily accessed and 
replayed by a law enforcement agency. 

• The exported images and information must preserve the quality 
of the original recording and any associated meta data (e.g. 
time, date and location). 

None – already compliant. 

12. Any information used to support a 
surveillance camera system which 
compares against a reference 
database for matching purposes 
should be accurate and kept up to 
date. 

The Council does not use reference databases alongside the CCTV 
system. 

None – already compliant. 
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